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Introduction

Higher education is constantly evolving and growing, and this is particularly true in how IT supports the higher education mission. As IT organizations shift from primarily providing *technologies* to providing *services*, IT service change management is more important than ever.

Change management is a control process that helps the IT organization meet changing business needs in a timely way while stabilizing the IT services and infrastructure that need to change in order to meet those needs.

Managing change spans all IT service management (ITSM) life-cycle stages and processes. It is integral to managing the portfolio, configuration, release, incident, problem, service level management, request fulfillment, and other processes. When used consistently across the IT organization, a change management process helps accurately document the current state of IT systems and services, often helping with institutional audit requirements.

Change management develops standard methods and procedures to maximize the success of a change while minimizing impact and risk. The process promotes transparency within the IT organization, as well as with campus partners, so that everyone can be aware of changes before being impacted by them.

Defining Change

From an IT perspective, changes happen daily. In fact, changes are often a product of the work completed in IT. Was an application error reported and then resolved by implementing a patch? If so, that was a change. Did a user report a website that was inappropriately blocked by a web filter, which resulted in an update to the firewall configuration? That was also a change. Managed or not, changes occur as a result of work we accomplish—managing change is not about preventing change but rather ensuring that changes are appropriately evaluated, scheduled, and communicated to minimize the risk and impact.

A change is the addition, removal, or modification of anything that might have an impact on the delivery of an IT service. The change management process is the process used to control those changes. These include hardware (servers, routers, switches, etc.) and software (purchased or developed in house), as well as less obvious items such as documentation, policies, processes, and management tools.
Three types of changes are commonly found in higher education: standard, normal, and emergency.

- **Standard Change:** A change that is preapproved by a change authority (typically the change advisory board, or CAB—see “Roles and Responsibilities” below) and requires no additional approval to implement. Standard changes are well understood and proven (they have been implemented before successfully), are low risk, require no additional budget to implement, and have a defined trigger for when they should be implemented. Each standard change should use a change model that
  - is well documented with specific work instructions,
  - has clearly defined roles and responsibilities,
  - has established timelines (which might include a predefined change/maintenance window), and
  - has an escalation procedure.

- **Normal Change:** A change that is complex or represents significant risk or impact to the organization and is controlled through the change process. Oftentimes, the easiest way to define a normal change is that it does not fall into the emergency change or standard change categories. A typical change process for a normal change includes creating and submitting a formal proposal to make the change (often called a *request for change*, or RFC), a review of the request, approval of the request by the CAB, coordination of the change implementation, and closing the change record.

- **Emergency Change:** A change that is required to restore the normal operation of a service. Additionally, an emergency change may be required due to a security vulnerability. Break/Fix changes required within or outside normal business hours will be handled by the Service Owner following the IT Alerts procedure. The RFC for an emergency change must be submitted two business days after the change has been implemented and requires a post-change review.

IT Alerts Procedure Link:
https://utrgv.sharepoint.com/:x:/r/sites/daa/it/techservices/appdev/_layouts/15/WopiFrame.aspx?sourcedoc=%7B1f13a728-4e21-465a-bb98-4caac23955ba%7D&action=default
Roles and Responsibilities

Clearly defined change management roles are necessary to effectively carry out the practice of change management. A role does not necessarily need to be filled by one individual; a single person may assume multiple roles in the process depending on the department’s size and structure. The importance of role assignment is to achieve consistency of accountability and execution.

Change Requester

The change requester submits the request for change. Generally, the change requester does the following:

- Reviews RFCs with change approver, when applicable.
- Ensures that RFCs are complete and include accurate representation of the change’s priority, impact, and change window/time requirements.
- Ensures that communications pertinent to the change reach all relevant stakeholders.
- Works with the change implementer to coordinate the change.
- Closes completed changes after validation.

Change Implementer

The change implementer is the person who places the change in production. In some cases, the change implementer is the same as the change requester. The change implementer’s responsibilities typically include the following:

- Oversees the overall planning, initiation, and execution of the change.
- Assigns the work for the change.
- Ensures the change has received all approvals and is scheduled in the change management system prior to implementation.
- Manages any recovery that is necessary in the event of a failed change.

Change Reviewer

The change reviewer validates that a change meets business needs; this role is often held by a key customer in the business department (e.g., registrar, HR, finance) affected by the change. Requiring that the change reviewer is a different person from the change requester and change implementer helps ensure an appropriate separation of duties that can mitigate risk for sensitive systems. The change reviewer generally does the following:

- Works to ensure that all user groups that use the product or service have
verified the change.

- Verifies the change does what it was expected to do (and only what it was expected to do) in development, testing, and production environments.

**Change Approver**

The change approver is responsible for reviewing the RFC and ensuring that it is technically ready for implementation. The change approver:

- Is generally the requestor’s supervisor.
- Ensures the change is warranted based on a business justification.
- Is responsible for the initial approval of a change request prior to submission to the CAB.
- In the case of a failed change, ensures the change requester conducts a recovery.

**Change Manager**

The change manager performs the day-to-day operational and managerial tasks associated with the change management. The role is responsible for identifying opportunities for improvement and continually audits the use of the process on an operational level. Finally, the change manager is responsible for liaising with and providing reports to other service management functions. The change manager should be an influencer or a decision maker within the organization. Generally, the change manager has these responsibilities:

- Chairs and facilitates the change advisory board.
- Ensures that the CAB has evaluated all changes for compliance, appropriate planning, and communication to protect the interests of the institution.
- Schedules and attends all meetings concerning the change management process.
- Is accountable for the change approval and rejection process.
- Is accountable for the accuracy of the change schedule.
- Coordinates post change reviews as needed.
- Is responsible for reporting issues regarding the change management process and/or change management tool to the change management process owner.
- Provides input regarding change management service improvement.
- Captures and reports change management service measurement data as needed.
- Create and process violation reports as necessary
Change Management Process Owner

The person fulfilling this role has end-to-end responsibility for the way in which the change management process functions and develops. The main role of the change management process owner is to ensure that the processes are efficient, effective, and fit-for-purpose. The change management process owner works closely with other process owners to ensure integration of the disciplines and their process flows. Generally, the change management process owner:

- Is accountable for development, implementation, and communication of the change management mission and strategy in line with the mission of the institution.
- Ensures overall compliance with change management process standards and procedures.
- Is involved with development of, and subsequent agreement on, service level targets and target improvements related to the change management service.
- Captures and reports appropriate change management service measurement data.

Change Advisory Board

The CAB is the group that convenes to vet changes and to assist the change manager in the scheduling and assessment of changes. CAB members should consider both business and technical viewpoints when discussing and approving changes. Generally, members of the CAB ensure the following:

- Actively participate in scheduled meetings.
- All change requests have been submitted with sufficient information.
- Accurate risk and impact analyses have been completed and the appropriate change level is assigned for every change request.
- Proposed changes are evaluated and voted upon.
- Completed changes are reviewed.
- All failed and emergency changes undergo a post-change review.

Emergency Change Advisory Board

The Emergency Change Advisory Board (ECAB) advises the change manager in authorizing an emergency change. The ECAB typically comprises senior IT leaders and other pertinent stakeholders based on the nature of the emergency. The ECAB meets as needed in response to an emergency change.
Stakeholder

A stakeholder is a person who has an interest in an organization, project, IT service, etc.

Process

Plan the Change

When planning the change, the Requester and Change Manager are responsible for the following:

- Determining if the change is an emergency, standard, or a normal change
- Identifying the need for changes to production processes or systems
- Following the appropriate Change Management Process (Emergency, Standard, Normal)
- Determining the timeframe for the change
- Working with the appropriate people to schedule the planned change
- Identifying the individuals involved in testing the change
- Maintaining communications with stakeholders as the change progresses from inception to validation
- Assuring that approvals occur within the needed timeframe
- Verifying and documenting the outcome of the changes and rating their success

Test the Change

Every change must have a verification plan which will assure the change is made successfully. The verification plan may include pre-testing in a test environment, or alternatively breaking the change into sufficiently small increments that can be tested in off-hours using production environments for systems that do not have a test environment. The results will be documented and verified as part of the change management process.

The individual testing the change is responsible for the following:

- Developing an appropriate test plan
- Developing an appropriate verification plan
- Identifying any inadvertent consequences that might result in stability or security issues
- Verifying successful test results: resolving and re-testing any issues
- Documenting test results
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- Communicating test results to the data owner
- Developing, testing and documenting a back-out plan
- Verifying back-ups beforehand when production environments are used

Approve the Change

The change request, test results and sign-off document must be presented to the appropriate approver for review of the change to be implemented.

Any exceptions to the above must be justified due to its urgency or non-negotiable due date, and reason for the exception.

Each member of the Change Advisory Board (CAB) is responsible for reviewing normal changes within the current ITSM tool. The individual must review the change to determine whether their area is affected and to ask any necessary questions of the initiator. A meeting with the Initiator and Change Advisory Board may be necessary to review the requested change. If a meeting is required, the Initiator must be present to answer any questions or address any concerns the Change Advisory Board may have.

The Change Advisory Board (CAB) should assess the risks and benefits of either making the change or not making the change. The CAB reserves the right to alter the change plan, make recommendations and/or send it back for revisions if the change proposal is unacceptable or requires additional work.

Implement the Change

The Change Advisory Board authorizes the change to be implemented. Only changes that have been approved may be implemented in a production environment.

The implementation team is responsible for the following:
  - Obtaining authorization from the appropriate Change Manager to migrate the change
  - Ensuring adequate staff is available to migrate the change
  - Communicating the migrated change to the appropriate Change Manager
  - Migrating successfully tested changes to the production environment
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Validate the Change

After implementation of a change, validation of the change must occur in order to verify if the change was successful. If validation fails, the change must be reverted using its back out plan.

Document the Change

All change requests must be formally documented, classified, and prioritized in the current ITSM tool to ensure they are planned for accordingly.

All those involved in the Change Management Process are responsible for reviewing the documented changes for correctness, completeness, and adherence to standards and procedures.

The Change Request Form in the current ITSM tool contains detailed information about the change and is required for changes submitted to the Change Advisory Board.

All change requests must be maintained in the current ITSM tool for awareness that a change is being or has been implemented.

Change control documentations such as diagrams, schematics, processes must be updated to reflect the current state after the change (i.e., all documentation must be updated before the change request can be closed). An index must be maintained of revision levels to identify current official revision.

Close the Change

All changes must be closed by the requestor within a six-month period and must indicate one of the following closing codes:

- Change Successful
- Change Successful but had a few issues
- Change Successful but exceeded the planned end time
- Change Backed out
- Change Cancelled – it was never started

Standard and Normal changes that were successful with few issues or backed out will need a post-change review by the change manager prior to closing. All emergency changes will require a post-change review by the change manager prior to closing.
Change Management Activities

Depending on the number of changes and the size of the institution, the number of people involved, and the documentation required will vary.

Table 1. Change management activities

<table>
<thead>
<tr>
<th>Activity</th>
<th>Description (Procedures)</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.1 Create Request for Change (RFC)</td>
<td>The change requester must have supervisor/manager prior approval to plan, build and test a change. Once completed, the change requestor follows the change management work instructions to create the RFC.</td>
</tr>
<tr>
<td>1.2 Submit RFC</td>
<td>The RFC is submitted for approval using a predefined tool or system.</td>
</tr>
<tr>
<td>1.3 Review RFC for Completeness</td>
<td>The RFC is reviewed for completeness. Based on type of change, additional reviews might be performed, such as peer review, management review, or change manager review. At this stage the RFC may be returned to the change requester if it is not complete.</td>
</tr>
<tr>
<td>1.4 Review Risk and Impact Analysis</td>
<td>The risk and impact analysis of the change is reviewed by the approval authority. (See &quot;Risk and Impact&quot; below.)</td>
</tr>
<tr>
<td>1.5 Authorize Change Deployment</td>
<td>The approval authority validates that there are no conflicts in the published change schedule. The change is authorized for deployment and sent to requestor. If the RFC is rejected, it is returned to the requester with an explanation.</td>
</tr>
<tr>
<td>1.6 Communicate Change Details</td>
<td>The change requester communicates the change details to the appropriate stakeholders.</td>
</tr>
<tr>
<td>1.7 Coordinate Change Implementation</td>
<td>The change implementer defines the steps for the change implementation, coordinates the work, and executes the change. If the change fails, the change implementer will implement the back-out plan to restore the service to the prior known working state.</td>
</tr>
<tr>
<td>1.8 Review Change Outcomes</td>
<td>Upon execution of the change, the change implementer and change requester validate that the change produced the intended outcomes. Other stakeholders may be involved in this step to ensure the change was successful.</td>
</tr>
<tr>
<td>1.9 Close RFC</td>
<td>The change requester closes the change.</td>
</tr>
</tbody>
</table>
IT Change Management

Workflows

Standard Change

Standard Change Management Process

Requester

Approver

Change Controller

CAB

Implementer

Recipient

Change Incident By
- Project Owner/Manager will approve projects prior to start of the Change Management Process
- Service Requester Incident, Service Department to process request would facilitate if change of work helps a project. UTRGV Office can access with the中小型

If not, Supervision/Manager will approve request to begin the Change Management Process

Start

1. Project Request
2. Project Request
3. Change Manager
4. Change Manager
5. Change Manager
6. Change Manager
7. Change Manager
8. Change Manager
9. Change Manager
10. Change Manager
11. Change Manager
12. Change Manager
13. Change Manager
14. Change Manager
15. Change Manager
16. Change Manager
17. Change Manager
18. Change Manager
19. Change Manager
20. Change Manager
21. Change Manager
22. Change Manager
23. Change Manager
24. Change Manager
25. Change Manager
26. Change Manager
27. Change Manager
28. Change Manager
29. Change Manager
30. Change Manager
31. Change Manager
32. Change Manager
33. Change Manager
34. Change Manager
35. Change Manager
36. Change Manager
37. Change Manager
38. Change Manager
39. Change Manager
40. Change Manager
41. Change Manager
42. Change Manager
43. Change Manager
44. Change Manager
45. Change Manager
46. Change Manager
47. Change Manager
48. Change Manager
49. Change Manager
50. Change Manager
51. Change Manager
52. Change Manager
53. Change Manager
54. Change Manager
55. Change Manager
56. Change Manager
57. Change Manager
58. Change Manager
59. Change Manager
60. Change Manager
61. Change Manager
62. Change Manager
63. Change Manager
64. Change Manager
65. Change Manager
66. Change Manager
67. Change Manager
68. Change Manager
69. Change Manager
70. Change Manager
71. Change Manager
72. Change Manager
73. Change Manager
74. Change Manager
75. Change Manager
76. Change Manager
77. Change Manager
78. Change Manager
79. Change Manager
80. Change Manager
81. Change Manager
82. Change Manager
83. Change Manager
84. Change Manager
85. Change Manager
86. Change Manager
87. Change Manager
88. Change Manager
89. Change Manager
90. Change Manager
91. Change Manager
92. Change Manager
93. Change Manager
94. Change Manager
95. Change Manager
96. Change Manager
97. Change Manager
98. Change Manager
99. Change Manager
100. Change Manager
101. Change Manager
102. Change Manager
103. Change Manager
104. Change Manager
105. Change Manager
106. Change Manager
107. Change Manager
108. Change Manager
109. Change Manager
110. Change Manager
111. Change Manager
112. Change Manager
113. Change Manager
114. Change Manager
115. Change Manager
116. Change Manager
117. Change Manager
118. Change Manager
119. Change Manager
120. Change Manager
121. Change Manager
122. Change Manager
123. Change Manager
124. Change Manager
125. Change Manager
126. Change Manager
127. Change Manager
128. Change Manager
129. Change Manager
130. Change Manager
131. Change Manager
132. Change Manager
133. Change Manager
134. Change Manager
135. Change Manager
136. Change Manager
137. Change Manager
138. Change Manager
139. Change Manager
140. Change Manager
141. Change Manager
142. Change Manager
143. Change Manager
144. Change Manager
145. Change Manager
146. Change Manager
147. Change Manager
148. Change Manager
149. Change Manager
150. Change Manager
151. Change Manager
152. Change Manager
153. Change Manager
154. Change Manager
155. Change Manager
156. Change Manager
157. Change Manager
158. Change Manager
159. Change Manager
160. Change Manager
161. Change Manager
162. Change Manager
163. Change Manager
164. Change Manager
165. Change Manager
166. Change Manager
167. Change Manager
168. Change Manager
169. Change Manager
170. Change Manager
171. Change Manager
172. Change Manager
173. Change Manager
174. Change Manager
175. Change Manager
176. Change Manager
177. Change Manager
178. Change Manager
179. Change Manager
180. Change Manager
181. Change Manager
182. Change Manager
183. Change Manager
184. Change Manager
185. Change Manager
186. Change Manager
187. Change Manager
188. Change Manager
189. Change Manager
190. Change Manager
191. Change Manager
192. Change Manager
193. Change Manager
194. Change Manager
195. Change Manager
196. Change Manager
197. Change Manager
198. Change Manager
199. Change Manager
200. Change Manager
201. Change Manager
202. Change Manager
203. Change Manager
204. Change Manager
205. Change Manager
206. Change Manager
207. Change Manager
208. Change Manager
209. Change Manager
210. Change Manager
211. Change Manager
212. Change Manager
213. Change Manager
214. Change Manager
215. Change Manager
216. Change Manager
217. Change Manager
218. Change Manager
219. Change Manager
220. Change Manager
221. Change Manager
222. Change Manager
223. Change Manager
224. Change Manager
225. Change Manager
226. Change Manager
227. Change Manager
228. Change Manager
229. Change Manager
230. Change Manager
231. Change Manager
232. Change Manager
233. Change Manager
234. Change Manager
235. Change Manager
236. Change Manager
237. Change Manager
238. Change Manager
239. Change Manager
240. Change Manager
241. Change Manager
242. Change Manager
243. Change Manager
244. Change Manager
245. Change Manager
246. Change Manager
247. Change Manager
248. Change Manager
249. Change Manager
250. Change Manager
251. Change Manager
252. Change Manager
253. Change Manager
254. Change Manager
255. Change Manager
256. Change Manager
257. Change Manager
258. Change Manager
259. Change Manager
260. Change Manager
261. Change Manager
262. Change Manager
263. Change Manager
264. Change Manager
265. Change Manager
266. Change Manager
267. Change Manager
268. Change Manager
269. Change Manager
270. Change Manager
271. Change Manager
272. Change Manager
273. Change Manager
274. Change Manager
275. Change Manager
276. Change Manager
277. Change Manager
278. Change Manager
279. Change Manager
280. Change Manager
281. Change Manager
282. Change Manager
283. Change Manager
284. Change Manager
285. Change Manager
286. Change Manager
287. Change Manager
288. Change Manager
289. Change Manager
290. Change Manager
291. Change Manager
292. Change Manager
293. Change Manager
294. Change Manager
295. Change Manager
296. Change Manager
297. Change Manager
298. Change Manager
299. Change Manager
300. Change Manager
301. Change Manager
302. Change Manager
303. Change Manager
304. Change Manager
305. Change Manager
306. Change Manager
307. Change Manager
308. Change Manager
309. Change Manager
310. Change Manager
311. Change Manager
312. Change Manager
313. Change Manager
314. Change Manager
315. Change Manager
316. Change Manager
317. Change Manager
318. Change Manager
319. Change Manager
320. Change Manager
321. Change Manager
322. Change Manager
323. Change Manager
324. Change Manager
325. Change Manager
326. Change Manager
327. Change Manager
328. Change Manager
329. Change Manager
330. Change Manager
331. Change Manager
332. Change Manager
333. Change Manager
334. Change Manager
335. Change Manager
336. Change Manager
337. Change Manager
338. Change Manager
339. Change Manager
340. Change Manager
341. Change Manager
342. Change Manager
343. Change Manager
344. Change Manager
345. Change Manager
346. Change Manager
347. Change Manager
348. Change Manager
349. Change Manager
350. Change Manager
351. Change Manager
352. Change Manager
353. Change Manager
354. Change Manager
355. Change Manager
356. Change Manager
357. Change Manager
358. Change Manager
359. Change Manager
360. Change Manager
361. Change Manager
362. Change Manager
363. Change Manager
364. Change Manager
365. Change Manager
366. Change Manager
367. Change Manager
368. Change Manager
369. Change Manager
370. Change Manager
371. Change Manager
372. Change Manager
373. Change Manager
374. Change Manager
375. Change Manager
376. Change Manager
377. Change Manager
378. Change Manager
379. Change Manager
380. Change Manager
381. Change Manager
382. Change Manager
383. Change Manager
384. Change Manager
385. Change Manager
386. Change Manager
387. Change Manager
388. Change Manager
389. Change Manager
390. Change Manager
391. Change Manager
392. Change Manager
393. Change Manager
394. Change Manager
395. Change Manager
396. Change Manager
397. Change Manager
398. Change Manager
399. Change Manager
400. Change Manager

UTRGV
## Normal Change

### Normal Change Workflow

**Change Initiated by**
- Projects Governance will approve projects prior to start of the Change Management Process.
- Service Request, Incident, Problem Department Supervisor/Manager should decide if change should begin as a project.
  - (PMO Office can assist with this decision)
  - If not, Supervisor/Manager will approve requestor to begin the Change Management Process.

### Steps:
1. **Start**
2. Request
3. **Review**
4. Technical Review
5. **Approve**
6. Change Manager
7. CAB
8. **Implement**
9. Validate Change
10. **Close Change**

### Notes:
- Each step in the workflow should be followed by the next step unless indicated otherwise.
- The process can be iterated for multiple changes.
- The CAB (Change Advisory Board) is responsible for reviewing and approving changes.
- Validation should be performed to ensure changes are successful.

---
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Violations

Violations to UTS 165 and the UTRGV Change Management Policy may result in disciplinary action. When a violation is identified, the Change Manager will create a Violation Report including details of the violation. The violation will be submitted to the supervisor and Chief Information Officer (CIO). The Change Manager will maintain a log of violations and the amount of times an employee has violated the policy. First and second violations will be considered warnings. Upon the third violation, a corrective action plan and retraining plan will be developed with the employee and their supervisor.
Review

The Chief Information Officer shall review this standard annually.

This document has been adopted from EDUCAUSE
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