
    

Dear UTRGV Community, 

Part of our effort to protect the University from the Log4j vulnerability involves enabling 

a feature of Microsoft Defender Endpoint Protection. This feature, which will be 

available on all UTRGV-owned and managed desktops and laptops, will help protect 

the institution from malicious actions by a compromised computer. 

Considering the vast number of applications and programs our computers contain, 

some may likely seem threatening without being so. That said, should an application 

appear to be functioning incorrectly or blocked by your computer, contact the  

IT Service Desk to resolve the issue. 

Thank you for your assistance and understanding as we work through this widespread 

vulnerability. 

Sincerely, 

Information Security Office & The Office of the CIO 
  

     

 
 
 

https://nam10.safelinks.protection.outlook.com/?url=https%3A%2F%2Fsupport.utrgv.edu%2FTDClient%2F1849%2FPortal%2FKB%2FArticleDet%3FID%3D88234&data=04%7C01%7Clizeth.solismoreno%40UTRGV.EDU%7C8056a10a7aa049a2d08a08d9c5a46f21%7C990436a687df491c91249afa91f88827%7C0%7C0%7C637758132293279154%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000&sdata=G3q7Rkmo3s4gHO%2BN0Tx8r9V5BtLT0BUJjM5z64%2Fjb9E%3D&reserved=0

